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The financial aid industry in the United States has undergone dramatic change since 2008. Most notably, the federal government is now directly administering 100% of federally insured loans for higher education through the Direct Loan Program – and private banks are out of the process.¹ As a result of this and other regulatory changes, post-secondary institutions can continue to expect increased oversight by the U.S. Department of Education – particularly with regard to financial aid compliance. Thus, institutions should reassess and, where necessary, enhance their governance and risk management processes to develop a Compliance Program that specifically address new regulations and financial aid compliance risk.

Financial aid issued by the federal government is highly regulated, and compliance requirements are not always easy for educational institutions to understand or adapt to quickly. Additionally, those participating in federal financial aid programs must comply with all applicable standards and regulations – with no tolerance for error. The Higher Education Opportunity Act (HEOA) of 2008, for example, includes more than 400 compliance changes and updates with various implementation dates. Most recently, the U.S. Department of Education Program Integrity rules and the proposed Gainful Employment regulations for For-Profit educational institutions will have significant affects on the way institutions operate their business.

Given the wide range of newly enacted legislation and associated regulatory change, it is important for post-secondary institutions to manage financial aid risk through a formal Compliance Program that includes good governance and risk management techniques.

Governance and Risk Management strategies for financial aid

How can institutions translate regulatory changes into specific risks that can potentially affect the organization, as well as develop an action plan for addressing those risks effectively? The first step is to identify key changes in federal legislation, and determine the following: Who in our

organization is addressing these changes? What processes do these changes affect? What is the timeline for implementation? What assurance do we and the regulatory authority require to ensure these risks are addressed and managed effectively?

Once the institution has a better understanding of how and when it may need to respond to specific regulatory changes, it then must rank the risks in terms of importance. Given that most higher education institutions today are working with limited resources, it is imperative they make informed decisions that will allow them to focus their attention on projects that will have the most impact. To determine what the key risks are, the institution should develop standard risk assessment criteria by asking the following types of questions:

- Who are my regulators (state/federal) and what do they care about?
- Who are the key stakeholders (e.g., the school, students)?
- What strategic objectives does each risk impact?
- Can we define the risk exposure qualitatively and quantitatively?
- What are the top drivers of each risk?
- What metric should we use to monitor the risks going forward?
- What are the key mitigation activities currently in place?
- What known gaps exist?
- What initiatives are under way to address the risks?

Third, the institution must identify the key attributes of a successful financial aid compliance program (see sidebar). These criteria can be used to evaluate the effectiveness of the program.
Using the compliance program to manage change

Once the institution has identified the key changes in federal legislation expected to affect the organization directly, translated these changes into risks, and identified the key attributes of a successful financial aid compliance program, it can use this program to affect change. One suggested approach, outlined below, includes four phases: Scope, Diagnose, Design and Implement.
**Scope:** In this phase, the institution should identify and confirm compliance areas and determine what business practices are likely to be affected by the newly identified financial aid compliance requirements. Management’s risk appetite and the desired state of compliance program maturity also should be evaluated.

**Diagnose:** During the second phase of the assessment process, the institution should identify the current control practices it uses or will use to manage regulatory compliance requirements. (The eight elements outlined in the sidebar can be useful for identifying current control practices.) Additionally, the institution should evaluate potential gaps in the current ability to manage financial aid compliance requirements. The six elements of risk management infrastructure (see accompanying graphic) can be used to evaluate the institution’s overall compliance program maturity.
Design: The objective of the design phase is to formulate procedures consistent with the organization’s overall risk management strategies to comply with the new regulations. The outcome of this phase should be a list of practical and actionable recommendations that can be implemented and are consistent with the financial aid compliance program.

A “gap assessment” can be particularly useful during the design phase. It can help to provide an abundance of rich information regarding the institution’s regulated business practices, compliance program capabilities, and strategies for improvement within the six elements of risk management infrastructure:
1. Business strategies and policies
2. Business and risk management processes
3. People and organizational structure
4. Management reports
5. Methodologies
6. Systems and data

For instance, by conducting a gap assessment, the institution may find that one of the strengths of its financial aid compliance program is that the segregation of duties between different personnel is effective in reducing the risk of noncompliance. However, it may also identify an opportunity to improve on this strength by performing formalized and regular reporting on an ongoing basis and instituting a process to verify that all compliance areas are addressed. Or, the institution may find that while one of its strengths is that it outsources portions of its
compliance function to a third-party vendor, the vendor should have better management oversight.

**Implement:**
The final step is to implement the changes identified in the scoping phase, ranked and prioritized in the diagnose stage, and recommended in the design phase. Again, the steps as outlined in the Compliance Program framework can help guide the implementation process. Policies and procedures as written in the diagnose phase should be executed by people identified in the design phase and monitored by people already identified in the Compliance Program. Communication and training should be developed consistent with the design phase. 

The results of these changes should be tested and audited internally to ensure compliance and provide a basis for performance management of the individuals executing the design of the procedures. This can also provide a valuable feedback loop that identifies problems or improvement opportunities of the designed procedures.

As post-secondary institutions work to adapt to the many regulatory changes brought about by new regulations, they will need to keep one eye to the future, as the compliance landscape is likely to continue to change. By establishing a formal process for translating regulatory changes into risks that can be prioritized and addressed, and taking a structured approach to evaluating the effectiveness of their compliance program, institutions will be better prepared to operate under the increased oversight of the U.S. Department of Education, while helping students achieve their dream of higher education.
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